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Abstract: - This paper try to present issue and challenges related with Multicasting in mobile adhoc networking which plays a crucial role in many applications of mobile ad hoc networks (MANETs). It can significantly improve the performance of these networks, the channel capacity (in mobile ad hoc networks, especially single-channel ones, capacity is a more appropriate term than bandwidth, capacity is measured in bits/s and bandwidth in Hz) and battery power of which are limited. A Mobile Ad-hoc Network (MANET) is composed of mobile nodes without any infrastructure. MANET applications such as audio/ video conferencing, webcasting requires very stringent and inflexible Quality of Service (QoS). The provision of QoS guarantees is much more challenging in MANETs than wired networks due to node mobility, limited power supply and a lack of centralized control.
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I. INTRODUCTION
A MANET is a self-organizing collection of wireless mobile nodes that form a temporary and dynamic wireless network without any infrastructure. MANETs are self-configuring; there is no central management system with configuration responsibilities. All the mobile nodes can communicate each other directly, if they are in other’s wireless links radio range. In order to enable data transfer they either communicate through single hop or through multiple hops with the help of intermediate nodes. Since MANETs allow ubiquitous service access, anywhere, anytime without any fixed infrastructure they can be widely used in military battlefields, crisis management services, classrooms and conference halls etc. MANETs ad-hoc fashion networking developments lead to development of enormous multimedia applications such as video-on-demand, video conferencing etc.

Early ad hoc networking applications can be traced back to the DARPA (Defense Advanced Research Projects Agency) Packet Radio Network (PRNet) project in 1972 which was primarily inspired by the efficiency of the packet switching technology, such as bandwidth sharing and store and-forward routing and its possible application in mobile wireless environment. In PRNet network nodes and devices (repeaters, routers etc.) were all mobile although mobility was limited. These advanced protocol was consider good for the 1970s. With the progress in time, advance in microelectronics technology has made possible to integrate nodes and network devices into a single unit called Ad hoc node. And the wireless interconnection of such nodes is referred to as Ad hoc Network Active research work on ad hoc networks started in 1995 in a conference session of Internet Engineering Task Force (IETF). Early discussions centered on military tactical networks, satellite networks and wearable computer networks, with specific concerns being raised relative to adaptation of existing routing protocols to support IP networking in a highly dynamic environments By 1996 this work had evolved into the Mobile Ad-Hoc Network (MANET) and finally to the charter of the MANET working group (WG) of the IETF in 1997. The task of the MANET WG is to specify standard interfaces. And protocols for support of IP-based internet working over ad-hoc networks. More recently, the Ad-Hoc Wireless Networking/ Computing Consortium was established, with the goal of coalescing the interests and efforts of industry Projects and academics, in order to apply ad-hoc networking technology to applications ranging from home wireless, to wide area peer-to-remote networking and communications

Mobile ad hoc networks (MANETs) have gained remarkable interest and popularity in the last decade due to its military and commercial potential of use. The recent technological advances in computer and wireless communications has contributed to this potential, enabling mobile devices such as cell phones, laptops, PDAs, media players to become smaller, affordable and equipped with short range wireless interface .A MANET can be defined as a group of mobile computing medium using wireless links for communication without relying on any fixed infrastructure such as base stations. This infrastructure-less and mobile nature is the main reason behind the popularity of ad hoc networks. However, it also imposes various issues, such as highly dynamic and impulsive topology changes, low bandwidth, high error rates and limited power sources. Group communication is a significant requirement for ad hoc networks since nodes constructing these temporary networks usually come together in order to achieve common goals and in doing so they need collaboration. Multicast routing protocols play an important role in ad hoc networks to enable this collaboration. Multicast is considered as an efficient way of communication since the data can be delivered to several destinations by a single transmission as opposed to unicast communication. And reliable communication is necessary for many multicast applications, especially if group communication paradigms such as agreement and total ordering are required [3]. However, realizing reliable multicast in MANETs is a challenging research problem due to the high packet loss rate pertained to these environments [4]. The packet losses are induced by wireless media and nodal mobility.
There are five major security goals that need to be addressed in order to maintain a reliable and secure ad-hoc network environment. They are mainly:

A. Confidentiality: Protection of any information from being exposed to unintended entities. In ad hoc networks this is more difficult to achieve because intermediates nodes receive the packets for other recipients, so they can easily eavesdrop the information being routed.

B. Availability: Services should be available whenever required. There should be an assurance of survivability despite a Denial of Service (DOS) attack. On physical and media access control layer attacker can use jamming techniques to interfere with communication on physical channel. On network layer the attacker can disrupt the routing protocol.On higher layers, the attacker could bring down high level services.

C. Authentication: Assurance that an entity of concern or the origin of a communication is what it claims to be or from. Without which an attacker would impersonate a node, thus gaining unauthorized access to resource and sensitive information and interfering with operation of other nodes.

D. Integrity: Message being transmitted is never altered.

E. Non-repudiation: Ensures that sending and receiving parties can never deny ever sending or receiving the message
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Fig. 1. The hidden node problem: packets sent by D collide with A's packets at node B that becomes incapable of decoding correctly A's packets
II. Issues
In comparison to wired networks, the characteristics of MANETs demand different strategies in providing

reliable group communication. In order to devise optimal strategies, several issues in MANETs should be considered.

A. Frequent and impulsive topology:- In the dynamic environment of mobile ad hoc networks, information derived from the network topology can become easily stale. Using this type of information, such as network information for routing table, group membership information for multicast structure, may induce frequent updates on the protocol states. The delivery of data packets can be obstructed during this update process. Besides, wireless network can be congested by the control messages triggered due to the change on the network state. Therefore, group communication paradigms are likely to suffer from wider spread of protocol state information in providing scalable and robust data delivery [1]. A possible solution might be to minimize the need for information about instantaneous network state to adapt to dynamic environment of MANETs.
B. Congestion and collisions: - The wireless environment of ad hoc networks can easily be congested since nodes compete with each other for the access right of wireless medium to transmit their packets. Especially in dense networks, data delivery may considerably, degrade because of high contention in accessing the shared channel. Increasing node density causes longer delays in MAC layer and makes it more difficult for MAC protocols to ensure fair channel access. The long delays in MAC layer may cause buffer overflows and eventually packet losses. Therefore, a multicast protocol should not completely leave the congestion control to the underlying MAC protocol stack.
C. Energy and bandwidth constraints: - The efficient consumption of limited energy in all layers is a significant design constraint for MANETs to increase the lifetimes of the battery-powered mobile nodes. The multicast protocols should provide the data delivery within the minimum level of power usage, eliminating the redundant transmissions. The bandwidth is another limiting factor in MANETs. The available bandwidth for a single node decreases by the increasing number of nodes in the same broadcast domain due to the shared channel. This insufficient bandwidth demands minimal control overhead and no redundant data transmissions.
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Fig 2. Effect Of Mobility on Multicast
D. Quality of Service:-Quality of Service (QoS) is the performance level of a service offered by the network to the user. Most of the multimedia applications have stringent QoS requirements that must be satisfied. The goal of QoS provisioning is to achieve a more deterministic network behavior, so that information carried by the network can be better delivered and network resources can be better utilized. However, there still remains a significant challenge to provide QoS solutions and maintain end-to-end QoS with user mobility.

III. ISSUES AND CHALLENGES WHILE PROVIDING QOS IN AD-HOC NETWORKS

QoS provision will lead to an increase in computational and communicational cost. In other words, it requires more time to setup a connection and maintains more state information per connection. The improvement in network utilization counterbalances the increase in state information and the associated complexity and various issues are needed to be faced while providing QoS for MANETS. The major problems that are faced are as follows:

· Unreliable channel: The bit errors are the main problem which arises because of the unreliable wireless channels. These channels cause high bit error rate and this is due to high interference, thermal noise, multipath fading effects, [10] and so on. This leads to low packet delivery ratio.Since the medium is wireless in the case of MANETs, it may also lead to leakage of information into the surroundings.

· Maintenance of route: The dynamic nature of the network topology and changing behavior of the communication medium makes the maintenance of network state information very difficult. The established routing paths may be broken even during the process of data transfer. Hence the need for maintenance and reconstruction of routing paths with minimal overhead and delay causes. The QoS aware routing would require the reservation of resources at the intermediate nodes. The reservation maintenance with the changes in topology becomes cumbersome.

· Mobility of the node: Since the nodes considered here are mobile nodes, that is they move independently and randomly at any direction and speed, the topology information has to be updated frequently and accordingly so as to provide routing to reach the final destination which result in again less packet delivery ratio. [11]

· Limited power supply: The mobile nodes are generally constrained by limited power supply compared to nodes in the wired networks. Providing QoS consumes more power due to overhead from the mobile nodes which may drain the node’s power quickly.

· Lack of centralized control: The members of any ad hoc networks can join or leave the network dynamically and the network is set up spontaneously. So there may not be any provision of centralized control on the nodes which leads to increased algorithm’s overhead and complexity, as QoS state information must be disseminated efficiently.

· Channel contention: Nodes in a MANET must communicate with each other on a common channel so as to provide the network topology. However, this introduces the problems of interference and channel contention. For peer-to-peer data communications these can be avoided in various ways. One way is to attempt global clock synchronization and use a TDMA-based system where each node may transmit at a predefined time. This is difficult to achieve since there is no centralized control on the nodes. Other ways are to use a different frequency band or spreading code (as in CDMA) for each transmitter. This requires a distributed channel selection mechanism as well as the dissemination of channel information. [12]

· Security: Security can be considered as a QoS attribute. Without adequate security, unauthorized accesses and usages may violate the QoS negotiations. The nature of broadcasts in wireless networks potentially results in more security exposures. The physical medium of communication is inherently insecure. So we need to design security-aware routing algorithms for ad hoc networks.
IV. Conclusion:-
In this paper, several issues and challenges involved in providing QoS were discussed. We consider the problem of multicasting optimally to mobile users in cellular mobile networks. In The absence of mobility a single channel can be used to multicasting to all mobile users within a cell. However mobility combined with the effect of fading necessitate a more complex channel allocation policy.
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